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802.1X authentication, 201

A
accessibility, 115–125. See also tablet PCs
Filter Keys, 120
High Contrast, 120
Magnifier, 116–118
Narrator, 119
On-Screen Keyboard, 118
Quick Access, 116
recommendation wizard, 116
speech recognition software, 120–125
Sticky Keys, 119
activating Windows Vista, 7
Active Directory Administrative Templates, 239
Active Directory Group Policy Objects (GPOs) classes, 239
activity reports, 146–148
computer usage details, 146
general system details, 147
instant messaging details, 146–147
turning on for standard users, 147
viewing, 147–148
Add-Ons restrictions (Internet Explorer 7), 51–52
Address bar (Internet Explorer 7), 49–50
integrated search feature, 50
Address bar (Windows Explorer)
base locations
Computer, 38
Control Panel, 38
Current user, 38
Desktop, 38
Network, 39
Public, 39
Recycle Bin, 39
navigating, 36–39
ADM files vs. ADMX files, 239
Admin Approval mode
disabling, 137
modifying, 137–139
administrative tasks, performing at the command line, 152
Administrative Templates, 239
Administrative Tools menu displaying, 238
administrator accounts, 11
vs. standard user accounts, 131–132
administrator privileges, reducing need with User Account Control, 130

All Programs menu
All Programs, Accessories, Ease Of Access folder, 28
All Programs, Accessories folder, 28
All Programs, Accessories, System Tools folder, 28
All Programs, Games folder, 28
All Programs, Maintenance folder, 28
All Programs, Startup folder, 28
Contacts program, 27
Media Center program, 27
Program Defaults program, 27
Windows Calendar program, 27
Windows Collaboration program, 27
Windows Defender program, 28
Windows Fax and Scan program, 28
Windows Mail program, 28
Windows Media Player program, 28
Windows Movie Maker program, 28
Windows Photo Gallery, 28
allowed software programs, viewing or changing, 232–233
anonymous access to named pipes and shares, restricting, 167
Application Logs, 254
Application Manifests (UAC), 135
Application Restrictions, configuring for parental controls, 145–146
applications
changing elevation prompt, 138
disabling credential prompting for installation, 138
running with elevated credentials, 136
Audit Policy
accessing, 158–159
comparing default configuration table, Windows Vista vs. Windows XP, 159
overview, 158–159
authentication, 802.1X, 201
authentication rules
Authentication Rule, 224
configuring properties, 225
Custom, 224
disabling, 225
enabling, 225
Isolation, 224
Server To Server, 224
Tunnel, 224
AutoComplete (tablet PCs), 107
Automatic Black Hole Router Detection, 188
Automatic Dead Gateway Retry, 188
Automatic Updating security feature, 207
AutoPlay options, 84–85
Back-Of-Pen Erase (tablet PCs)

B
Back-Of-Pen Erase (tablet PCs), 107
backing up Windows Vista, 264–265
BCD (Boot Configuration Data), 150
  listing contents of store, 152–153
BCD registry file, 150
BCD Windows Management Instrumentation (WMI), 152
BCDEdit, listing contents of BCD store, 152–153
BDD (Business Desktop Deployment), 275
BitLocker Drive Encryption, 170–171, 176–185
  administering, 171
  configuring and enabling, 181–184
  creating partition
    computer with no operating system, 177–179
    computer with operating system, 171–181
  non-TPM computers, 176
    USB Flash Drive Key mode, 177
    overview, 176–177
  recovering data, 184–185
  TPM computers, 176
  TPM modes
    Startup key, 177
    TPM-only, 176–177
  unlocking computer using function keys, 185
BITES (Background Intelligent Transfer Service), 247
blocking cookies, 55–57
Boot Configuration Data. See BCD (Boot Configuration Data)
boot environment, 149–153
  components, 150
  modifying, 150–153
browsing your network, 193–195
built-in diagnostics, 240–241
Business Desktop Deployment, 275
business versions of Windows Vista, 4

C
calculator gadget, 34
calendars
  multiple, 68, 69–70
  publishing and subscribing to, 70–71
Category text box, 195
changing passwords, 9–10
Classic Menu bar (Internet Explorer 7), 47–49
  remove from displaying, 48
client computers (Health Registration Authority), 155
clock gadget, 34
command line, performing administrative tasks, 152
components. See Windows Vista, features, setting advanced options
Compound TCP (CTCP), 188

Computer Connection Security authentication rules, 224–225
Computer Connection Security node, 216
computers
  locking, 10
  unlocking, 10
configuration, centrally managing, 237–239
Connections In Use list, 195
contacts (Windows Mail), 63–64
Control Panel, navigating, 28–30
controllers, domain, defined, 8
cookies
  blocking, 55–57
  managing, 55–57
CPU meter gadget, 34
crashes, preventing system, 250–251
Create Task dialog box
  Actions tab, 257
  Conditions tab, 257
  General tab, 257
  Settings tab, 257
  Triggers tab, 257
Credential Manager, 162
credentials, defined, 162
cross-log views, 254–255
customizing programs appearing on the Start menu, 23

D
Data Collector Sets and Reports, 261
data protection, 169–185
data, recovering from BitLocker Drive Encryption protection, 184–185
date and time, displaying, 20–21
Default Programs, 77
deploying Windows Vista, 267–285
  hardware-independent disk imaging, 269–272
  modularization, 268–269
  overview, 267
Details view (Network List), 196
  Last Connected, 196
  Name, 196
  Status, 196
  Type, 196
DHCP client enforcement, 156
diagnosing problems, 239–246
diagnostics, built-in, overview, 240–241
dictation using speech recognition software, 124–125
digital cameras, organizing pictures and video, 93
disk images
  applying images, 272
  capturing images, 270
  creating the configuration, 270
  mounting images, 271–272
displaying date and time, 20–21
different time zones, 20–21
Domain and URL restrictions (Internet Explorer 7), 52–53
domain configuration
logging off, 10
logging on, 8–9
domain controllers, defined, 8
domains, 8–11
download manager for updates, 247
dual-layer Next Generation TCP/IP stack, 189
Dynamic Host Configuration Protocol version 6 (DHCPv6), 190

E
Ease Of Access Center, 115–116
elevated credentials, running application with always, 136
elevation prompt
changing, 138
configuring for administrators, 139
configuring for standard users, 138–139
enforcement policies
configuring separate using NAP, 156–157
DHCP clients, 156
other types of connections, 157
entertainment features (Windows Vista home versions), 4
event logs, 253
Event Viewer, 253–255
Application Logs, 254
cross-log views, 254–255
global logs, 254
individual logs, 254
system-wide logs, 254

F
failure, recovering automatically from system, 251–252
fast roaming, 201
Favorites center, 47–48
features
entertainment (Windows Vista home versions), 4
expanded security, 153–154
management (Windows Vista business versions), 4
Feed Viewer gadget, 34
feeds, RSS (Really Simple Syndication), 47–48
file system
application security, 134
files
properties
editing and cleaning, 44
viewing and configuring, 43–44
searching, 26–27

G
gadgets. See Windows gadgets
Game Controls, configuring for parental controls, 145
games rating systems, selecting, 141–142
Get The Latest Security And Virus Information From Microsoft link, 208
Getting Started pane for Windows Firewall With Advanced Security, 216
global logs, 254
GPMC (Group Policy Management Console), 238
GPOs (Group Policy Objects), 239
Group Policy Management Console, 238
Group Policy Objects, 239
Group Policy, Windows Vista vs. earlier versions of Windows, 238–239

H
hangs, system, preventing, 250–251
hardware diagnostics, 241
hardware-independent disk imaging, 269–272
creating and managing disk images, 269–272
WIM (Windows Imaging Format), 269
Health Registration Authority, 155
Help, accessing, 5
hibernation, 96
hidden tasks, viewing, 257
High Contrast, 120
home pages
Internet Explorer 7, 48
Windows Defender, 227–228

I
icons, desktop
Computer, 32
Control Panel, 33
deleting, 33
Internet Explorer, 33
Network, 33
Recycle Bin, 33
User's Files, 33
icons, standard, displaying, 20
icons, system, displaying, 20
ImageFilePath, 271
inbound rules node, 293
 selecting and transferring using Windows Easy Transfer, 284
transferring from your old computer, 6
Filter Keys, 120
finalizing migration, 284–285
Firewall security feature, 206–207
folder structure in Windows Vista, 24–26
folders, searching, 26–27
294  individual logs

individual logs, 254
information management, 31–44
Input Panel, 106–107
character pad, 107
on-screen keyboard, 107
writing pad, 107
installing Windows Vista, 287–289
interface enhancements, 45–46
interfaces
streamlined, 45
tabs vs. separate windows, 46
Web Search box, 46
Internet Explorer 7, 45–57
Address bar, 49–50
Dynamic Security Protection, 51–57
home pages, 48
interface enhancements, 45–46
Internet Security indicator, 50
overview, 45–50
phishing filter, 49
phishing status indicator, 50
Print button, 48
Protected mode, 51–55
Add-Ons restrictions, 51–52
Domain and URL restrictions, 52–53
managing cookies, 55–57
privacy reporting, 55–57
security zone restrictions, 53–55
standard toolbar
Tools menu, 49
Zoom option, 49, 50
Status bar, 50
tabbed browsing, 46, 49
toolbars, 47–50
view magnifier, 50
Internet Options link, 208
Internet Security indicator, 50
IP management enhancements, 189–190
Dynamic Host Configuration Protocol version 6
(DHCPv6), 190
IP Security in IPv6, 190
IPv6 over Point-to-Point Protocol (PPv6), 190
Link-Local Multicast Name Resolution (LLMNR), 190
Multicast Listener Discovery version 2 (MLDv2), 190
Random Interface IDs, 190
Symmetric network address translators (NATs), 189
IP Security in IPv6, 190
IPv4 and IPv6 settings, configuring, 190–191
IPv4 and IPv6 support, 189–191
IPv6 over Point-to-Point Protocol (PPv6), 190

J-L
junk e-mail folder (Windows Mail), 59
LAN Manager
authentication, 168
hash values, storing, 168
laptops, 95–114
hibernation, 96
networked projectors, connecting to, 104–106
power plans, 96–99
sleep state, 96
standby, 96
legacy applications, Power Users group, 133–134
legacy operating systems, 133–134
LGPO (Local Group Policy Object), 238–239
Link-Local Multicast Name Resolution (LLMNR), 190
Links and Resources pane for Windows Firewall With Advanced Security, 216
LoadState, 278
cross-log views, 254–255
global, 254
individual, 254
system-wide, 254

M
Magnifier, 116–118
configuring, 117
Malware Protection security feature, 207–208
management
performance monitoring, 260–262
performance rating, 256–259
management features (Windows Vista business versions), 4
management tools
Event Viewer, 253–255
performance monitoring, 260–262
performance rating, 256–259
Task Scheduler, 256–259
mapping networking infrastructure, 191–199
memory diagnostics, 241–242
metadata editing and cleaning, 44
viewing and configuring, 43–44
Microsoft Help Groups folder, 60
accessing Microsoft help newsgroups, 61–63
Microsoft Internet Explorer. See Internet Explorer 7
Microsoft Outlook Express. See Windows Mail
migrating vs. upgrading to Windows Vista, 276–277
migration to Windows Vista, finalizing, 284–285
mini-applications. See Windows gadgets
mobile PCs. See also laptops; tablet PCs
turning off and shutting down, 95
Windows Mobility Center, 103–104
mobility-impaired users. See accessibility
modularization, 268–269
Monitoring node, 216
MountPath, 271
Multicast Listener Discovery version 2 (MLDv2), 190
multimedia, managing, 86–94
multiple calendars, 68, 69–70

N
named pipes and shares, restricting anonymous access, 167
NAP Client Configuration tool, 154, 155
NAP (Network Access Protection), 154–157
configuring separate enforcement policies, 156–157
DHCP client enforcement, 156
enforcing other types of connections, 157
Health Registration Authority, 155
integration with wireless networks, 201
NAP Client Configuration tool, 154, 155
NAP Server Configuration, 154
Network Access Protection Agent, 154
Remote Access Quarantine Enforcement Client, 157
Request Policies, 155
terminal services enforcement, 157
VPN protection, 157
wired network security, 154
NAP Server Configuration, 154
Narrator, 119
Native Wi-Fi (Wireless Fidelity) architecture, 199
Native Wireless Fidelity architecture, 199
navigating Control Panel, 28–30
Neighbor Unreachability Detection, 188
network access, default settings, 167–168
Network Access Protection. See NAP (Network Access Protection)
Network Access Protection Agent, 154
network, browsing your own, 193–195
Network Center, 191–195
accessing and blocking connections to your computer, 192
browsing your network, 193–195
category text box, 195
Connections In Use list, 195
creating network connections, 194
General, 192
General networking settings, 192
network connectivity issues, troubleshooting, 192–193
Network Details, 192
network profile, 194, 195
Status, 192
Network Connections, 198–199
Change Settings Of This Connection, 199
Network Connections
Details view, 198
Device Name, 198
Name, 198
Owner, 198
Phone # Or Host Address, 198
Status, 198
Type, 198
Diagnostics This Connection, 198
list of open, 198
network connections
creating new, 194
private vs. public, 195
securing, 205–233
Windows Security Center, 205–208
Network Connections, View Status Of This Connection, 199
network connectivity issues
diagnosing, 192–193
resolving, 192–193, 242
troubleshooting, 192–193
Network Diagnostics Framework, 188
Network List, 195–197
accessing, 195–196
details view, 196
toolbar, 196–197
Remove Network, 196
Reorder Wireless Networks, 196
View Status and Properties, 196
views, 196
Network Map, 197
accessing, 197
network profile, 194, 195
network security, default settings, 167–168
networking

mapping infrastructure, 191–199
TCP/IP, 187–191
wireless, 199–201
New Tab button, 46
Next Generation TCP/IP stack. See TCP/IP stack, Next Generation
non-registry-based policy setting, 239
notification area, 20–21
notifications, configuring for parental controls, 142

O
On-Screen Keyboard, 118
Other Security Settings security feature, 208
overview pane for Windows Firewall With Advanced Security, 216

P
parental controls, 139–148
accessing, 140
configuring, 140–141
configuring for user accounts, 142–146
configuring Game Controls, 145
configuring notifications, 142
configuring Time Limits, 144
games rating systems, 141–142
overview, 139–140
setting and enforcing Web Restrictions, 143–144
passwords
changing, 9–10
changing TPM owner, 175
performance diagnostics, 241
performance monitoring, 260–262
performance rating, 256–259
assigning, 259–260
defined, 259
permissions, user accounts, 11
personal folders, structure reorganization, 24–26
personalizing Windows, 5–6
phishing filter, 49, 57
phishing status indicator, 50
photographs. See Windows Photo Gallery pictures
searching and browsing, 92–93
tagging, 93
playlist, displaying current, 89
Power button
changes in using, 13
indicating status, 13, 14

power plans
Balanced, 96
High Performance, 96
laptops and tablet PCs, 96–99
overview, 96–97
Password Protection On Wakeup, global options, 99
Power Button, global options, 99
Power Saver, 96
selecting and configuring, 97–98
Power Users group, legacy applications, 133–134
Power Users, user rights, 162
pre-operating boot environment, 149–153
preventing system hangs, 250–251
Previous Versions feature, 262–263
Print button (Internet Explorer 7), 48
privacy levels, configuring, 57
privacy report
changing privacy settings while viewing, 56
content, 55–56
displaying for current page, 55
privacy reporting, managing, 55–57
private vs. public network connections, 195
privileges
administrator vs. standard, 131–132
standard user, 132–133
Problem Reports And Solutions dialog box, 243
problems, diagnosing and resolving, 239–246
processes, working set for, 162–163
product key, changing, 7
programs
accessing in Control Panel, 82
adding, 82
customizing what appears on the Start menu, 23
default
configuring, 83–85
global, 84
personal, 84
Default Programs, 77
determining currently running, 80–81
managing, 77–86
navigating, 78–82
network connected, 81–82
Startup, 78–80
pinning to start menu, 23
removing, 82
repairing, 82
running Task Manager, 81
specifying Startup, 78
terminating processes, 81
updates, viewing and checking for installed, 83
viewing, 82
Programs list (Start Menu), 22
Protected mode
Add-Ons restrictions, 51–52
Domain and URL restrictions, 52–53
Internet Explorer 7, 51–55
managing cookies, 55–57
privacy reporting, 55–57
security zone restrictions, 53–55

Q
Quick Access, 116
Quick Launch toolbar, 18
displaying, 18
Quick Tabs list button, 46
Quick Tabs preview button, 46

R
Random Interface IDs, 190
Really Simple Syndication feeds. See RSS (Really Simple
Syndication) feeds
Receive window Auto Tuning, 188
recovery frozen applications automatically, 252
recovery, automatic, from system failure, 251–252
Recycle Bin gadget, 34
Reference Number, 271
registry-based policy setting, 239
registry, remote access, 167
registry virtualization, 134
Reliability Monitor, 261–262
Remote Access Quarantine Enforcement Client, 157
Remote Assistance, 243–246
accessing, 244–245
configuring, 245–246
remote registry access, 167
Request Policies, 155
resolving problems, 239–246
restoring Windows Vista, 14
restoring Windows Vista, 263–264
right pane (Start Menu)
Administrative Tools option, 25
command line, 23–24
Computer option, 25
Connect To option, 25
Control Panel option, 25
Current user option, 24
Default Programs option, 25
Documents option, 24
Games option, 25
Help And Support option, 25
Music option, 25
Network option, 25
option buttons, 24–26
overview, 22
Pictures option, 24
Printers option, 26
Recent Items option, 25
Run option, 26
Search option, 25
user document storage, Windows Vista vs. Windows
XP, 23–24
Routing Compartments, 188
RSS (Really Simple Syndication) feeds, 47–48
Run Levels (UAC), setting, 135–136

S
safeguarding your computer, 153–195
ScanState, 278
ScanState, command-line options, table of, 281
scratch-out gestures (tablet PCs), 108
screen, enlarging part in separate windows, 116–118
screen snips. See Snipping Tool
Search box, 26–27
Windows Explorer Quick, 39–40
Windows Search Service, 26–27
Search box (Start Menu), 22
Searches folder (Windows Explorer), 41–42
searching
files and folders, 26–27
Internet search, 27
local folders search, 27
security
Automatic Updating feature, 207
changing TPM owner password, 175
data protection, 169–185
Dynamic Security Protection (Internet Explorer 7), 51–57
enforcement policies, configuring separate using
NAP, 156–157
expanded features overview, 153–154
Firewall feature, 206–207
health requirements, enforcing, 156
improving, 158–168
Internet Security indicator, 50
local accounts, 167
Malware Protection feature, 207–208
network connections, 205–233
network, default settings, 167–168
Other Security Settings feature, 208
parental controls, 139–148
permissions, user accounts, 11
safeguarding your computer, 153–195
settings, enabling or disabling, 163
tokens, 134
user accounts, 11, 127–139
wired networks, 154
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Security Options
comparing default configuration table, 163–167
navigating, 163–168
security zone restrictions (Internet Explorer 7), 53–55
services, restricting using Windows Service Hardening, 157–158
sessions (Windows Shared View)
joining, 74
leaving, 75
running, 73
sending notes to participants, 74
setting your participant status, 74
sharing stored files, 75
starting, 72
settings
selecting and transferring using Windows Easy Transfer, 284
transferring from your old computer, 6
shutting down Windows Vista, 14
Single Sign-On, 201
sleep state, 96
Slide Show gadget, 34
Snipping Tool, 108–111
Edit mode, 110–111
New Snip mode, 108–109
screen captures, 109–110
Software Explorer, 77, 80
Solution Accelerator, 275
speech recognition software, 120–125
calendar, 121–124
defined, 120–121
dictation, 124–125
spyware signature, 226
standard toolbar (Internet Explorer 7), 47–49
standard user accounts, 11
standards-based single-format answer files, 274–275
standby, 96
Start menu
navigating, 22–27
Programs list, 22
right pane, 22
Search box, 22, 26–27
Startup And Recovery dialog box, 150–151
Startup Repair Tool, 252
Status bar (Internet Explorer 7), 50
Sticky Keys, 119
Sticky Notes, 111–112
StR (Startup Repair Tool), 252
supporting Windows Vista, 237–265
switching users, 9
Symmetric network address translators (NATs), 189
System Configuration utility, 151
system console, 6–7
System Image backup, 265
system information, viewing additional, 6–7
System Restore, 263–264
system stability and recovery, 250–252
preventing hangs and crashes, 250–251
recovering automatically from failure, 251–252
recovering frozen applications automatically, 252
releasing resources automatically, 252
StR (Startup Repair Tool), 252
system-wide logs, 254

T
tabbed browsing, 46, 49
tablet PCs, 95–114
accessories, 106–114
AutoComplete, 107
Back-Of-Pen Erase, 107
Input Panel, 106–107
scratch-out gestures, 108
Snipping Tool, 108–111
Sticky Notes, 111–112
Windows Journal, 112–114
hibernation, 96
networked projectors, connecting to, 104–106
tabs, interface, 46
Task Manager, 81
Task Scheduler, 256–259
Actions tab, 259
creating new tasks, 257
hidden tasks, viewing, 257
Triggers tab, 258
taskbar
notification area, 20–21
overview, 18
thumbnails, 18–20
Windows Flip, 19–20
Windows Flip 3D, 19–20
tasks
creating and using, 68–69
creating new, 257
searching, 65–66
TCP Extended Statistics, 188
TCP/IP networking, 187–191
TCP/IP stack, Next Generation, 187–189
Automatic Black Hole Router Detection, 188
Automatic Dead Gateway Retry, 188
Compound TCP (CTCP), 188
dual layer, 189
maximizing throughput in high-loss environments, 189
Neighbor Unreachability Detection, 188
Network Diagnostics Framework, 188
Receive window Auto Tuning, 188
Routing Compartments, 188
TCP Extended Statistics, 188
Windows Filtering Platform, 188
terminal services enforcement, 157
thumbnails, displaying, 18–20
time limits, configuring for parental controls, 144
time zone, change, 162
time zones, displaying different, 20–21
toolbars
Internet Explorer 7, 47–50
Quick Launch, 18
Quick Launch toolbar, displaying, 18
Tools menu (Internet Explorer 7), 49
TPM, 170
changing owner password, 175
clearing, 175
configuring, 173–174
initializing for first use, 173–174
turning off, 174
transferring files and settings using Windows Easy Transfer, 284
triggers for tasks, 258
troubleshooting
built-in diagnostics, 240–241
diagnostics as business case for purchasing Windows Vista, 240
hardware diagnostics, 241
memory diagnostics, 241–242
network connectivity issues, 192–193
overview, 239–240
performance diagnostics, 241
Problem Reports And Solutions dialog box, 243
Remote Assistance, 243–246
accessing, 244–245
configuring, 245–246
User Assistance, 243
Trusted Platform Module Services architecture console, starting, 172
overview, 169–171
requirements for using, 171
turning off Windows Vista, 12–13

U
unlocking computers, 10
updating Windows Vista, 246–250
upgrading vs. migrating to Windows Vista, 276–277
User Account Control dialog box, 11
User Account Control (UAC), 129–132, 135
Application Manifests, 135
changing elevation prompt, 138
disabling Admin Approval mode, 137
disabling credential prompting for application installation, 138
modifying, 137–139
navigating user account changes, 132–134
reducing need for administrator privileges, 130
setting Run Levels, 135–136
user accounts
adding or removing, 5
administrator, 11, 131–132
configuring parental controls, 142–146
navigating, 132–134
permissions, 11
security, 127–139
standard, 11, 131–133
User Assistance, 243–242
user rights
new in Windows Vista, 162
Power Users in Windows Vista, 162
User Rights Assignment, comparing default configuration table, Windows Vista vs. Windows XP, 160–162
User Rights Assignment policies, 159–163
accessing in Local Security Settings console, 159–160
user state data, migrated and nonmigrated, table of, 279
User State Migration Tool. See USMT (User State Migration Tool)
users
mobility-impaired. See accessibility
switching, 9
visually impaired. See accessibility
USMT (User State Migration Tool), 277–281
command-line tools
LoadState, 278
ScanState, 278
overview, 278–279
running, 279–281
creating Config.xml file, 280
migration rule (.xml) files, 280
videos, searching and browsing

V
videos, searching and browsing, 92–93
virtual folders, 41–43
creating, 42–43
Searches folder, 41–42
Vista. See Windows Vista
visually impaired users. See accessibility
VPN protection, 157
vulnerability of computers running with administrator privileges, 130

W
Weather gadget, 34
Web pages
displaying as thumbnails, 46
displaying open, 46
Web Restrictions, setting and enforcing, 143–144
Welcome Center, 5–6
computer details, viewing, 6
devices, setting up, 6
files and settings, transferring, 6
personalizing Windows, 5–6
system information, 6–7
user accounts, adding or removing, 5
Wi-Fi. See Native Wi-Fi (Wireless Fidelity) architecture
WIM (Windows Imaging Format), 269
Windows Anytime Upgrade disc or utility, 4
Windows Anytime Upgrade.exe, 5
Windows Automated Installation Kit, 270
Windows Backup, 264–265
Windows Boot Loader, 150
Windows Boot Manager, 150
Windows Calendar, 64–71
appointments
creating and using, 66–68
searching, 65–66
multiple calendars, 68, 69–70
performing key tasks, 66
publishing and subscribing to calendars, 70–71
tasks
creating and using, 68–69
searching, 65–66
toolbar, 66
Windows classic configuration vs. Windows Vista, 17
Windows Defender, 207–208, 225–233
accessing, 226
allowed software programs, viewing or changing, 232–233
checking for updates, 232
color-coded status indicators, 226–227
configuring general settings, 228–230
administrator options, 229
advanced options, 229
automatic scanning, 229
default actions, 229–235
real-time protection options, 229
Home page
Status section, 228
toolbar, 227–228
overview, 226
quarantined items, 232
scanning for spyware, 230–231
custom scans, 231
full scans, 230
quick scans, 230
scan progress report, 230–231
Software Explorer, 77
turning off or on, 233
Windows Defender link, 208
Windows Easy Transfer, 281–284
files and settings, selecting and transferring, 284
overview, 281–282
starting and copying Windows Easy Transfer software, 282–283
Windows Easy Transfer Wizard, 6
Windows Explorer, 36–44
quick access, 25
view panes
Navigation Pane, 40
Preview Pane, 41
Reading Pane, 41
Search Pane, 41
Windows Explorer Address bar
directories
Computer, 38
Control Panel, 38
Current user, 38
Desktop, 38
Network, 39
Public, 39
Recycle Bin, 39
navigating, 36–39
Windows Explorer Organize button, 41
Windows Explorer Quick Search box, 39–40
tools, 41
Windows Explorer View Panes, 40–41
Windows Explorer Views button, 41
Windows Filtering Platform, 188
Windows Firewall, 209–225
accessing, 209
advanced version (Windows Firewall With Advanced Security), 209
basic version, 209
configuring
  allowed types of control messages, 212–213
exceptions, 210–211
protected connections, 211–212
security logging, 212
enabling, 210
main configuration tabs, 209–210
Windows Firewall link, 208
Windows Firewall With Advanced Security
  accessing, 214–215
configuring, 216–225
configuring settings on remote computers, 214
Getting Started pane, 216
Group Policy support, 214
Links and Resources pane, 216
nodes
  Computer Connection Security, 216
  inbound rules, 215
  Monitoring, 216
  outbound rules, 215
overview, 213–214
Overview pane, 216
setting authentication rules, 224–225
  creating new authentication rules, 224–225
  disabling authentication rules, 225
setting firewall profile properties, 216–219
  behavior settings, 217, 218
  firewall states, 216, 217–218
  IPSec settings, 217, 219
  logging settings, 217, 218–219
  profile types, 216
setting inbound rules, 220–222
  configuring currently defined inbound rule, 221
  defining new inbound rules, 222
  enabling inbound rules, 221
setting outbound rules, 222–223
  configuring currently defined outbound rule, 223
  defining new outbound rules, 223
  enabling outbound rules, 223
Windows Flip, 19
Windows Flip 3D, 19–20
Windows gadgets, 34–37
  adding to Windows Sidebar, 35
  calculator, 34
clock, 34
CPU meter, 34
defined, 31
detaching, 35
Feed Viewer, 34
Recycle Bin, 34
Slide Show, 34
Weather, 34
Windows Help and Support, accessing, 5
Windows Imaging Format. See WIM (Windows Imaging
Format)
Windows Journal
tablet PCs, 112–114
  handwriting, copying and editing, 113–114
  overview, 112–113
  stationery style, setting, 113
Windows Mail, 59–64
  configuring, 60–61
  Contacts window, 63–64
  junk e-mail folder, 59
  Microsoft Help Groups folder, 60
  searching, 63
Windows Media Player
  Address toolbar, 88–89
  browsing media categories, 88–89
  configuring, 86–87
  displaying your current playlist, 89
  interface enhancements, 86–87
  playing media, 89–90
  previewing media, 89–90
  Quick Access buttons, 88
  Search box, 89
Windows Memory Diagnostics tool, running manually,
  242
Windows Mobility Center, 103–104
  configuring, 103–104
Windows Movie Maker, 90–91
Windows Network Diagnostic Tool, 193, 242
Windows PE, 272–274
  built-in management tools
    DiskPart, 273
    Drvload, 273
    Net, 273
    Netcfg, 273
  default drive letter assignments, 274
  overview, 273
  running configuration scripts, 273–274
  running from memory, 274
  storing Windows Vista images in WIM files, 274
Windows PE 2.0. See Windows PE
Windows Performance Diagnostic console, 260–261
Windows Photo Gallery, 91–94
  browsing pictures and video, 92–93
  organizing pictures and video, 93
  overview, 91
  playing and previewing pictures and videos, 94
  Quick Access buttons, 92
  searching pictures and video, 92–93
Windows Preinstallation Environment Version 2.0. See
  Windows Preinstallation Environment Version 2.0
Windows Search Service, 26–27
vs. Windows Explorer Quick Search, 39
Windows Security Center, 205–208
accessing, 205
configuration for domains vs. workgroups, 206
features tracked for domain configurations, 206–208
links, 208
links
Get The Latest Security And Virus Information From Microsoft, 208
Internet Options, 208
Windows Defender, 208
Windows Firewall, 208
Windows Update, 208
Windows Server Update Services (WSUS) client, 208
Windows Update acting as, 247
Windows Service Hardening, restricting services, 157–158
Windows Shared View, 71–75
configuring, 72
People Near Me feature, 72
sessions
joining, 74
leaving, 75
running, 73
sending notes to participants, 74
setting your participant status, 74
sharing stored files, 75
starting, 72
Windows Sidebar, displaying and configuring, 33–34
Windows Update
acting as Windows Server Update Services (WSUS) client, 247
BITS (Background Intelligent Transfer Service), 247
checking for updates, 249
configuring, 247–248
drivers and other optional updates, 247
security and standard updates, 247–248
download manager, 247
improvements, 246–247
viewing update history and installed updates, 249–250
Windows Update link, 208
Windows Vista
accessibility, 115–125
activating, 7
administrator vs. standard user accounts, 131–132
Automatic Updating, 207
AutoPlay options, 84–85
backing up, 264–265
boot environment, 149–153
business versions, 4
vs. classic Windows configuration, 17
components. See Windows Vista, features, setting
advanced options
deploying, 267–285
hardware-independent disk imaging, 269–272
modularization, 268–269
overview, 267
diagnosing and resolving problems, 239–246
expanded security features overview, 153–154
features, setting advanced options, 84–85
file system, 134
finalizing migration, 284–285
Firewall, 206–207
Group Policy, 238–239
home versions, 4
games available, 25
installation, 287–289
IP management enhancements, 189–190
IPv4 and IPv6 support, 189–191
laptops, 95–114
Malware Protection, 207–208
management tools
Event Viewer, 253–255
Task Scheduler, 256–259
managing information, 31–44
networking, 187–204
parental controls, 139–148
performance monitoring, 260–262
performance rating, 256–259
power plans for laptops and tablet PCs, 96–99
privileges, 131–132
product key, changing, 7
registry virtualization, 134
restarting, 14
restoring, 263–264
safeguarding your computer, 153–195
standards-based single-format answer files, 274–275
supporting, 237–265
system stability and recovery, 250–252
tablet PCs, 95–114
taskbar, overview, 18
TCP/IP networking, 187–191
troubleshooting, 239–246
turning off vs. shutting down, 12–14
upgrading versions, 4–5
upgrading vs. migrating, 276–277
user accounts, 127–139
user rights, new, 162
versions, 4–5
virtual folders, 41–43
Welcome Center, 5–6
Windows Defender, 225–233
Windows Easy Transfer, 281–284
Windows Firewall, 209–225
vs. Windows XP
default Audit Policy configurations comparison table, 159
default Security Options configurations comparison table, 163–167
default User Rights Assignment configurations comparison table, 160–162
wireless networks, 199–201
workgroups and domains, 8–11
Windows Vista Business version, 4
Windows Vista desktop, 31–35
icons
Computer, 32
Control Panel, 33
deleting, 33
Internet Explorer, 33
Network, 33
Recycle Bin, 33
User’s Files, 33
right-click menu, 32
Windows Vista Enterprise version, 4
Windows Vista Home Basic version, 4
games available, 25
Windows Vista Home Premium version, 4
games available, 25
Windows Vista Ultimate version, 4
additional programs and services available, 4
Windows XP vs. Windows Vista
default Audit Policy configurations comparison table, 159
default Security Options configurations comparison table, 163–167
default User Rights Assignment configurations comparison table, 160–162
wireless networks, 199–201
workgroups, 8–11
default Audit Policy configurations comparison table, 159
default Security Options configurations comparison table, 163–167
default User Rights Assignment configurations comparison table, 160–162
wired network security, 154
Wireless Auto Configuration, 201
Wireless Network Registration Wizard, 203
wireless networks, 199–201
802.1X authentication, 201
allow list, 201
configuring, 200
connecting to, 200–201
connecting to available, 202
connecting to public, 202–203
deny list, 201
disabling open wireless connections, 204
disconnecting wireless connections, 204
fast roaming, 201
Hidden, 200
listing available, 202
mapping infrastructure, 202–204
NAP integration, 201
Secure, 200
Single Sign-On, 201
specifying client connections, 201
Unsecured, 200
updating provisioning files, 203
Wireless Auto Configuration, 201
WPS (Wireless Provisioning Service) technology, 203
Wireless Provisioning Service. See wireless networks,
WPS (Wireless Provisioning Service) technology
workgroup configurations
logging off, 10
logging on, 8
workgroups, 8–11
defined, 8
working set for a process, increasing, 162–163
WPS (Wireless Provisioning Service) technology, 203
X-Z
XAML graphic files, viewing, 118
XImage, 270
Zoom option, 49, 50